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Selling the Right FortiGate

Meeting future requirements

Questions to Ask

Sizing a FortiGate

Sizing a FortiGate VM

Additional Upsell Options

·For Remote Workers

·For Remote Management & Reporting

·For Cloud Services

·For Secure WiFi

For Network Extension

·For SD-WAN

For Operational Technology

·For Services

Starting The Conversation

A-Z Upsell Tips
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FortiGate
Users FortiGate Models Interface

FortiGate 30G
(SoC4)

1 - 10 FG-30G
FWF-30G-E

3xGE, 1xGE FortiLink 500Mbps

FortiGate 40F1 - 30 FG-40F
FG-40F-3G4G
FWF-40F-E
FWF-40F-3G4G

4xGE, 1xGE FortiLink Port 600Mbps Designed for SD-WAN
New integrated wireless
WiFi units Single Radio
NO SSL VPN Support

FortiGate 50G
(SP5)

Up to 50 FG-50G
FG-50G-SFP
FG-50G-SFP-POE
FG-50G-DSL
FG-50G-5G

4xGE, 1xGE FortiLink Port
SFP Option
SFP+POE Option
DSL Modem Option

1.1Gbps WiFI units Dual Radio
802.11 a/b/g/n/ac/ax
NO SSL VPN Support
Please see the product brochure for a
complete list of variants.

FortiGate 60FUp to 60 FG-60F
FG-61F
FWF-60F-E
FWF-61F-E

8xGE, 2xGE WAN Ports 700Mbps Designed for SD-WAN
WiFi unit Single Radio
NO SSL VPN Support

FortiGate 70FUp to 70 FG-70F
FG-71F

8xGE, 2xGE WAN Ports 700Mbps Designed for SD-WAN
Alternative to 60F

FortiGate 70G
(SP5)

FG-70G
FG-70G-POE
FWF-70G

8xGE, 2xGE WAN Ports 1.3Gbps Designed for SD-WAN
WiFI units Dual Radio
802.11 a/b/g/n/ac/ax

Threat Protection
Throughput Other Comments

WiFi units Dual Radio
802.11 a/b/g/n/ac/ax
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Users FortiGate Models Interface
Threat Protection

Throughput Other Comments

FortiGate 90G
(SP5)

100-120 FG-90G
FG-91G

8 x GE RJ45 ports, 2 x 10GE RJ45/SFP+
shared media WAN ports. Desktop format

2.2Gbps Optional Redundant Power Supply
Inc 128Gb SSD

FortiGate 100F FG-100F
FG-101F

18xGE, 8xGE SFP, 2x10GE FortiLink (1U) 800Mbps-1Gbps Dual AC Power supply
Includes 480Gb SSD 

FortiGate 120G
(SP5)

150-300 FG-120G
FG-121G

18xGE, 8xGE SFP, 4x10GE SFP 2.8Gbps Dual AC Power Supply
Includes 480Gb SSD

FortiGate 200F

(CP6X, CP9)

150-250 FG-200F
FG-201F

16xGE, 4x10Gb SFP, 8xGE SFP 
16xGE, 4x10Gb SFP, 8xGE SFP

3Gbps Dual AC power supply
Includes 480Gb SSD

FortiGate 200G
(SP5, CP10)

Up to 400 FG-200G
FG-201G

8 x GE, 8x 2.5/5 GE RJ45, 

4 x GE SFP, 8x10GB SFP+

6Gpbs Dual AC Power supply
480Gb SSD

FortiGate 400FUp to  600 FG-400F
FG-401F

18xGE, 8xGE SFP, 8x10GE SFP+
18xGE, 8xGE SFP, 8x10GE SFP+

9Gbps Dual AC power supply
Includes 960Gb SSD

Fortigate 80F
(SOC4)

60-100 FG-80F
FG-80F-BYPASS
FG-80F-DSL
FG-80F-POE
FWF-80F-2R-E

8 x GE, 2 x shared RJ45/SFP WAN

FWF-80F-2R Dual Radio

900Mbps Optional Redundant Power Supply
Please see the product brochure for a
complete list of variants.
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FortiGate
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vCPU (min/max)

Storage

Firewall Throughput

SSL VPN Throughput

SSL VPN Users

Threat Protection

FG-VM01/01S FG-VM02/02S FG-VM04/04S FG-VM08/08S FG-VM16/16S FG-VM32/32S VMUL/ULS

1/1 1/2 1/4 1/8 1/16 1/32 Unlimited

32Gb/2TB 32Gb/2TB 32Gb/2TB 32Gb/2TB 32Gb/2TB 32Gb/2TB 32Gb/2TB

12Gbps 13.7Gbps 20Gbps 30Gbps 36Gbps 50Gbps

0.8Gbps 0.8Gbps 2Gbps 4.5Gbps 8.5Gbps 8.6Gbpd

1000 2000 4500 10000 20000 20000

0.7Gbps 1.2Gbps 2.2Gbps 4.5Gbps 7Gbps 13Gbps

FG-60F
FG-50G

FG-100F - FG-200F
FG-90G

FG-200F
FG-120G

FG-400F
FG-200G

FG-600F FG-600F - 1100E
FG-700GFortiGate Equivalent
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FortiGate VM

FG-VM01 etc is equivalent to subscription licensing with 1CPU

Minimum recommended memory requirements 8Gb 

Actual performance may vary depending on the network and
system configuration/platform.   Performance metrics were
observed using a DELL R740.  (CPU Intel Xeon Platinum 8168 @ 2.7
GHz, 96 cores, Intel X710 network adapters). 

Threat Protection performance is measured with IPS and
Application Control and Malware protection enabled, based on
Enterprise Traffic Mix

 Fortigate VMxx units include 10 VDoMs as standard.

 VMxxS series do not come with multi-VDOMs by
default, you can add VDOMs using perpetual
licenses

The maximum number of network interfaces
consumable by a FortiGate instance is 24 starting with
FortiGate version 6.4.0. Prior versions allow 18. The
minimum number is 1. The actual number of network
interfaces attachable to instances will vary depending
on cloud platforms and instance types, and they may
not allow you to attach the greater number of
interfaces to an instance than their maximum limits
even while FortiGate allows up to 24
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Number of users connected to the network, internal and remote. Estimated number
of devices/BYOD

Are there any servers that users are connecting to via the FortiGate. Regard each
server as +10 users.

Are there any servers remotely accessed, i.e. used to upload files, web servers

Number of interfaces required - is there a requirement for additional switches to
extend the interfaces, manage APs etc

Bandwidth of connection, both uplink and downlink. Is this an SD-WAN
implementation

#
W
eA

re
Ex
cl
us
iv
e

6 7

·WiFi requirements - how many access points are required to provide secure WiFi
access

·FortiClient - provides remote VPN access, AV, Application firewall for end points

·Unmanaged FortiClient is free for VPN access, Manager requires FortiClient EMS

2 Factor Authentication - Adds 2FA to user authentication via Hardware or
Software token

FortiGate VM
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Additional

Remote Workers

Remote Management
and Reporting

Cloud Services

FortiClient/ZTNA

Fortinet’s ZTNA is a feature that requires a FortiGate (appliance, VM, or SASE) and FortiClient. Leveraging the FortiClient EMS system, admins
can provide universal ZTNA for both remote and on-campus access, with policies being enforced at the FortiGate. Applications can be in
the data centre, a public cloud (e.g., AWS, Azure), a private cloud, or a SaaS (e.g. Microsoft 365, Salesforce.com). ZTNA is a non-licensed
feature, so if you have a FortiGate and FortiClient, you have ZTNA available.
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SASE
Help simplify the management and operation of your Hybrid workforce and ease the challenges of secure remote users. 
Secure users accessing network resources and applications both on and off site

FortiTokens For Multi-factor or two factor authentication for increased security, reduces the risk of compromise, helps meet compliance requirements.
Offers consolidation with passcodes being generated by the FortiGate with no need to upgrade the unit’s license. 

FortiGate Cloud
Fortigate Cloud Management, Analysis and 1 year log retention. Enables you to securely manage your Fortigate remotely while providing
standard reporting on users activities and threats without the need to install any infrastructure.

FortiAnalyzer Cloud
FortiAnalyzer VM

For multiple units (less than 5/8 units) FortiAnalyzer provides a comprehensive suite of customisable reports which allow you to analyse
and visualise network threats, inefficiencies and usage as well as meet compliance/auditing requirements. 

FortiManager VM For multiple units, FortiManager offers a single pane of glass for managing distributed FortiGates, reducing management burden and
operational costs, ensures policy consistency across a distributed estate and provides unified security with ease of use.

FortiGate VMs For securing cloud services including private and public cloud like Azure, AWS, GCP and more 

FortiAPs
How many Access Points are required? FortiAPs offer a unified, scalable, secured connectivity with seamless wireless coverage all
managed from a FortiGate or FortiManagerSecure WiFi

FortiSwitch What additonal ports are required to support the infrastructure I.e POE switches for APs, Telephones, CCTV and other devices. FortiSwitch
offers the ability to add devices and manage the entire infrastructure from a Fortigate or FortiManager.Extend Network

FortiManager
FortiAnalyzer
FortiGate

FortiManager and FortiAnalyzer = Fabric Management Centre for centralised policy orchestration, visibility and analytics 
 FortiGate = one WAN edge powered by One OS: SD-WAN, NGFW, advanced routing, ZTNASD-WAN

Operational Technology

Professional Services Whether it’s your own professional services, Exclusive Networks professional services or even Fortinet Services, offer the customer,
installation, configuration, auditing, health check and prestaging

Services Migration Services Let us help with migrating your customers to the latest Fortinet platforms supporting the latest threat technologies from the world leader in
security technology.

Training ensure your customers’ IT teams are equipped for the day to day management of their solution, leaving you to focus on expanding the
account footprint.  Training can often show customers other Fortinet solutions to invest in to improve their security posture

OT/IOT with the growth and overlap of operational technology add in OT/IOT services. Secure everything from building management systems,
CCTV, monitoring OT devices, IPS for OT and Virtual Patching.
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Have you considered that to truly provide a secure solution, you might need Unified
Threat Protection or Advanced Threat Detection ... offering the additional security
of Web Filtering, Anti-Malware including advanced threat detection, Application
Control and Intrusion Prevention, it's more than just a firewall?
Suggest UTP/ATP Bundle

In the hybrid world with workers on/off site consider FortiClient as a starting point to
secure remote workers. Providing VPN and EndPoint Protection capabilities you can
then expand this out to ZTNA at no cost and over time grow out to a complete SASE
offering as the customer connectivity requirements grow

As well as VPN capabilities and Zero Trust Fabric Telemetry, FortiClient also includes
Advanced Threat Protection, AV/anti-malware, Web filtering , Application control
and vulnerability scan all from a single management console. FortiClient fully
integrates into the Fortinet Security Fabric creating a seamless, cooperative threat
detection and protected infrastructure. Security without compromise.

Have you considered implementing Fortinet Secure SD-Branch? Protecting the LAN
and the WAN by converging branch technology into a single platform. Combining
FortiGate with FortiSwitch and FortiAPs allows you to reduce the burden on your IT
teams while providing complete secure connectivity across branch locations all
managed from a single pane of glass. FortiGates offer SD-WAN capability out of the
box.

Do you have the right level of knowledge in-house to do this competently?
We can organise Fortinet Training for your IT teams, so they feel empowered to use
the solution confidently, and understand how to use all the features and benefits,
ensuring you get the best ROI from your investment. With simple management of
Firewall, Switches and Access Points all through a single console.

Do you have the right level of knowledge in-house to do this competently? Our team
of Fortinet Accredited Engineers offer implementation services from new
installations and upgrades to health checks, audits, optimisation and configuration
services, we provide all the skills and experience you need to ensure you get the
best return on investment from your solution.
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Do you have to manage multiple devices via unique interfaces across your
infrastructure? What problems do you come across?

With the ability to extend security across the complete network including policy
control of users and devices, FortiSwitch secure access switches consolidate
management of all areas of the network via a familiar and common GUI. Ideal for
converged network environments, enabling voice, data and wireless traffic to be
delivered across a single pane of glass.

10

Does your current endpoint security solution include EDR?

FortiEDR is the only Endpoint Protection Platform (EPP) + EDR solution that provides
both pre- and post-infection protection.  It proactively reduces the attack surface,
provides next-generation Anti virus and malware prevention, detects and defuses
potential threats and can automate response and remediation procedures.

Would you benefit from a single pane management view in terms of time and cost
saving?

Are you experiencing challenges in connectivity, performance or security? Are you
dealing with complex operations and high WAN / MPLS costs?

 Are you looking at replacing VPN with ZTNA to secure your remote workers?

If you have a FortiGate installed in your environment, you can take advantage of
SD-WAN features for free to transform and secure your WAN.

Fortinet’s Secure SD-WAN solution improves your overall security posture
effectiveness while delivering superior user experience at any edge.  Fortinet offers
an integrated, automated solution with broad visibility and fabric management
centre – a single pane of glass. At the centre of this is FortiOS – a single operating
system enabling the security driven networking that includes SD-WAN, next-
generation firewall, advanced routing and ZTNA.
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Assuming a larger size is an easy upselling tip. Alternatively,
suggest a larger model for future proofing or to at least open
the conversation about a solution that meets future needs. E.g.,
“Would you like to upgrade to the 100F to accommodate
growth?”

If a customer requests a generic product quote e.g., a FortiGate,
confirm their request with the largest unit. If they have a
particular unit in mind, they’ll correct you. 
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fortinet@exclusive-networks.co.uk 

01420 548248
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Upgrade And Expand Hub

mailto:fortinet@exclusive-networks.co.uk%ED%AF%80%ED%B0%83
https://pages.insights.exclusive-networks.com/upgradeandexpandhub


Exclusive Networks UK Ltd
Selborne House
Mill Lane
Alton
Hampshire
GU34 2QJ
Tel:  01420 548248




